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The Codebreakers

The magnificent, unrivaled history of codes and ciphers -- how they're made, how they're broken, and 
the many and fascinating roles they've played since the dawn of civilization in war, business, diplomacy, 
and espionage -- updated with a new chapter on computer cryptography and the Ultra secret. Man 
has created codes to keep secrets and has broken codes to learn those secrets since the time of the 
Pharaohs. For 4,000 years, fierce battles have been waged between codemakers and codebreakers, 
and the story of these battles is civilization's secret history, the hidden account of how wars were won 
and lost, diplomatic intrigues foiled, business secrets stolen, governments ruined, computers hacked. 
From the XYZ Affair to the Dreyfus Affair, from the Gallic War to the Persian Gulf, from Druidic runes 
and the kaballah to outer space, from the Zimmermann telegram to Enigma to the Manhattan Project, 
codebreaking has shaped the course of human events to an extent beyond any easy reckoning. Once 
a government monopoly, cryptology today touches everybody. It secures the Internet, keeps e-mail 
private, maintains the integrity of cash machine transactions, and scrambles TV signals on unpaid-for 
channels. David Kahn's The Codebreakers takes the measure of what codes and codebreaking have 
meant in human history in a single comprehensive account, astonishing in its scope and enthralling in 
its execution. Hailed upon first publication as a book likely to become the definitive work of its kind, The 
Codebreakers has more than lived up to that prediction: it remains unsurpassed. With a brilliant new 
chapter that makes use of previously classified documents to bring the book thoroughly up to date, 
and to explore the myriad ways computer codes and their hackers are changing all of our lives, The 
Codebreakers is the skeleton key to a thousand thrilling true stories of intrigue, mystery, and adventure. 
It is a masterpiece of the historian's art.
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The first comprehensive history of secret communication from ancient times to the threshold of outer 
space.

The Codebreakers

Winner of an Outstanding Academic Title Award from CHOICE MagazineMost available cryptology 
books primarily focus on either mathematics or history. Breaking this mold, Secret History: The Story of 
Cryptology gives a thorough yet accessible treatment of both the mathematics and history of cryptology. 
Requiring minimal mathematical prerequisites, the

Secret History

Thorough, systematic introduction to serious cryptography, especially strong in modern forms of cipher 
solution used by experts. Simple and advanced methods. 166 specimens to solve — with solutions.

Cryptanalysis

As an instructor at the University of Tulsa, Christopher Swenson could find no relevant text for teaching 
modern cryptanalysis?so he wrote his own. This is the first book that brings the study of cryptanalysis 
into the 21st century. Swenson provides a foundation in traditional cryptanalysis, examines ciphers 
based on number theory, explores block ciphers, and teaches the basis of all modern cryptanalysis: 
linear and differential cryptanalysis. This time-honored weapon of warfare has become a key piece of 
artillery in the battle for information security.

Kahn on Codes

"This is the story of the Allied codebreakers puzzling through the most difficult codebreaking problems 
that ever existed.

Modern Cryptanalysis

A TV tie-in edition of The Code Book filmed as a prime-time five-part Channel 4 series on the history 
of codes and code-breaking and presented by the author. This book, which accompanies the major 
Channel 4 series, brings to life the hidden history of codes and code breaking. Since the birth of writing, 
there has also been the need for secrecy. The story of codes is the story of the brilliant men and 
women who used mathematics, linguistics, machines, computers, gut instinct, logic and detective work 
to encrypt and break these secrect messages and the effect their work has had on history.

Battle of Wits

During the 1920s Herbert O. Yardley was chief of the first peacetime cryptanalytic organization in 
the United States, the ancestor of today's National Security Agency. Funded by the U.S. Army and 
the Department of State and working out of New York, his small and highly secret unit succeeded in 
breaking the diplomatic codes of several nations, including Japan. The decrypts played a critical role 
in U.S. diplomacy. Despite its extraordinary successes, the Black Chamber, as it came to known, was 
disbanded in 1929. President Hoover's new Secretary of State Henry L. Stimson refused to continue 
its funding with the now-famous comment, "Gentlemen do not read other people's mail." In 1931 a 
disappointed Yardley caused a sensation when he published this book and revealed to the world exactly 
what his agency had done with the secret and illegal cooperation of nearly the entire American cable 
industry. These revelations and Yardley's right to publish them set into motion a conflict that continues 
to this day: the right to freedom of expression versus national security. In addition to offering an exposé 
on post-World War I cryptology, the book is filled with exciting stories and personalities.

The Science of Secrecy

“An absorbing and thoroughly well documented account” of WWII naval intelligence and the Allied hunt 
for the Nazi code machine known as the Enigma (Warship). From the start of World War II to mid-1943, 
British and American naval forces fought a desperate battle against German submarine wolfpacks. And 
the Allies might have lost the struggle at sea without an astounding intelligence coup. Here, the author 
brings to life the race to break the German U-boat codes. As the Battle of the Atlantic raged, Hitler’s 
U-boats reigned. To combat the growing crisis, ingenious amateurs joined the nucleus of dedicated 
professionals at Bletchley Park to unlock the continually changing German naval codes. Their mission: 



to read the U-boat messages of Hitler’s cipher device, the Enigma. They first found success with the 
capture of U-110,—which yielded the Enigma machine itself and a trove of secret documents. Then 
the weather ship Lauenburg seized near the Arctic ice pack provided code settings for an entire month. 
Finally, two sailors rescued a German weather cipher that enabled the team at Bletchley to solve 
the Enigma after a year-long blackout. In “a highly recommended account with a wealth of materials” 
Seizing the Enigma tells the story of a determined corps of people who helped turn the tide of the war 
(Naval Historical Foundation).

The American Black Chamber

Cryptography is now ubiquitous – moving beyond the traditional environments, such as government 
communications and banking systems, we see cryptographic techniques realized in Web browsers, 
e-mail programs, cell phones, manufacturing systems, embedded software, smart buildings, cars, and 
even medical implants. Today's designers need a comprehensive understanding of applied cryptogra-
phy. After an introduction to cryptography and data security, the authors explain the main techniques in 
modern cryptography, with chapters addressing stream ciphers, the Data Encryption Standard (DES) 
and 3DES, the Advanced Encryption Standard (AES), block ciphers, the RSA cryptosystem, public-key 
cryptosystems based on the discrete logarithm problem, elliptic-curve cryptography (ECC), digital sig-
natures, hash functions, Message Authentication Codes (MACs), and methods for key establishment, 
including certificates and public-key infrastructure (PKI). Throughout the book, the authors focus on 
communicating the essentials and keeping the mathematics to a minimum, and they move quickly 
from explaining the foundations to describing practical implementations, including recent topics such 
as lightweight ciphers for RFIDs and mobile devices, and current key-length recommendations. The 
authors have considerable experience teaching applied cryptography to engineering and computer 
science students and to professionals, and they make extensive use of examples, problems, and 
chapter reviews, while the book’s website offers slides, projects and links to further resources. This 
is a suitable textbook for graduate and advanced undergraduate courses and also for self-study by 
engineers.

Seizing the Enigma

This accessible textbook presents a fascinating review of cryptography and cryptanalysis across history. 
The text relates the earliest use of the monoalphabetic cipher in the ancient world, the development 
of the “unbreakable” Vigenère cipher, and an account of how cryptology entered the arsenal of military 
intelligence during the American Revolutionary War. Moving on to the American Civil War, the book 
explains how the Union solved the Vigenère ciphers used by the Confederates, before investigating 
the development of cipher machines throughout World War I and II. This is then followed by an 
exploration of cryptology in the computer age, from public-key cryptography and web security, to 
criminal cyber-attacks and cyber-warfare. Looking to the future, the role of cryptography in the Internet 
of Things is also discussed, along with the potential impact of quantum computing. Topics and features: 
presents a history of cryptology from ancient Rome to the present day, with a focus on cryptology in 
the 20th and 21st centuries; reviews the different types of cryptographic algorithms used to create 
secret messages, and the various methods for breaking such secret messages; provides engaging 
examples throughout the book illustrating the use of cryptographic algorithms in different historical 
periods; describes the notable contributions to cryptology of Herbert Yardley, William and Elizebeth 
Smith Friedman, Lester Hill, Agnes Meyer Driscoll, and Claude Shannon; concludes with a review of 
tantalizing unsolved mysteries in cryptology, such as the Voynich Manuscript, the Beale Ciphers, and 
the Kryptos sculpture. This engaging work is ideal as both a primary text for courses on the history of 
cryptology, and as a supplementary text for advanced undergraduate courses on computer security. No 
prior background in mathematics is assumed, beyond what would be encountered in an introductory 
course on discrete mathematics.

The Codebreakers

The first full account of Hitler's extensive intelligence network-and the dramatic story of how Germany 
lost the battle of the secret services in World War II.



Understanding Cryptography

The first true account of computer espionage tells of a year-long single-handed hunt for a computer 
thief who sold information from American computer files to Soviet intelligence agents

History of Cryptography and Cryptanalysis

If you liked Dan Brown’s Da Vinci Code—or want to solve similarly baffling cyphers yourself—this is 
the book for you! A thrilling exploration of history’s most vexing codes and ciphers that uses hands-on 
exercises to teach you the most popular historical encryption schemes and techniques for breaking 
them. Solve history’s most hidden secrets alongside expert codebreakers Elonka Dunin and Klaus 
Schmeh, as they guide you through the world of encrypted texts. With a focus on cracking real-world 
document encryptions—including some crime-based coded mysteries that remain unsolved—you’ll be 
introduced to the free computer software that professional cryptographers use, helping you build your 
skills with state-of-the art tools. You’ll also be inspired by thrilling success stories, like how the first three 
parts of Kryptos were broken. Each chapter introduces you to a specific cryptanalysis technique, and 
presents factual examples of text encrypted using that scheme—from modern postcards to 19-century 
newspaper ads, war-time telegrams, notes smuggled into prisons, and even entire books written in 
code. Along the way, you’ll work on NSA-developed challenges, detect and break a Caesar cipher, crack 
an encrypted journal from the movie The Prestige, and much more. You’ll learn: How to crack simple 
substitution, polyalphabetic, and transposition ciphers How to use free online cryptanalysis software, 
like CrypTool 2, to aid your analysis How to identify clues and patterns to figure out what encryption 
scheme is being used How to encrypt your own emails and secret messages Codebreaking is the 
most up-to-date resource on cryptanalysis published since World War II—essential for modern forensic 
codebreakers, and designed to help amateurs unlock some of history’s greatest mysteries.

Hitler's Spies

Presents the confessions under torture of the political enemies of Pol Pot discovered in a prison 
code-named S-21 when the Vietnamese took over Phnom Penh in Jan. 1979. These documents are 
supplemented by interviews with survivors and former workers to bring to life the story of a people 
consumed in a course of auto-genocide.

The Cuckoo's Egg

The science of cryptology is made up of two halves. Cryptography is the study of how to create 
secure systems for communications. Cryptanalysis is the study of how to break those systems. The 
conflict between these two halves of cryptology is the story of secret writing. For over 2,000 years, the 
desire to communicate securely and secretly has resulted in the creation of numerous and increasingly 
complicated systems to protect one's messages. Yet for every system there is a cryptanalyst creating a 
new technique to break that system. With the advent of computers the cryptographer seems to finally 
have the upper hand. New mathematically based cryptographic algorithms that use computers for 
encryption and decryption are so secure that brute-force techniques seem to be the only way to break 
them – so far. This work traces the history of the conflict between cryptographer and cryptanalyst, 
explores in some depth the algorithms created to protect messages, and suggests where the field is 
going in the future.

Codebreaking

"As gripping as a good thriller." --The Washington Post Unpack the science of secrecy and discover the 
methods behind cryptography--the encoding and decoding of information--in this clear and easy-to-un-
derstand young adult adaptation of the national bestseller that's perfect for this age of WikiLeaks, the 
Sony hack, and other events that reveal the extent to which our technology is never quite as secure as 
we want to believe. Coders and codebreakers alike will be fascinated by history's most mesmerizing 
stories of intrigue and cunning--from Julius Caesar and his Caeser cipher to the Allies' use of the 
Enigma machine to decode German messages during World War II. Accessible, compelling, and timely, 
The Code Book is sure to make readers see the past--and the future--in a whole new way. "Singh's 
power of explaining complex ideas is as dazzling as ever." --The Guardian

Voices from S-21



Spies, secret messages, and military intelligence have fascinated readers for centuries but never more 
than today, when terrorists threaten America and society depends so heavily on communications. Much 
of what was known about communications intelligence came first from David Kahn's pathbreaking book, 
The Codebreakers. Kahn, considered the dean of

A Brief History of Cryptology and Cryptographic Algorithms

Kryptografiens udvikling igennem 3000 år.

The Code Book: The Secrets Behind Codebreaking

Publisher Description

How I Discovered World War II's Greatest Spy and Other Stories of Intelligence and Code

"In 1953, a man was found dead from cyanide poisoning near the Philadelphia airport with a picture of 
a Nazi aircraft in his wallet. Taped to his abdomen was an enciphered message. In 1912, a book dealer 
named Wilfrid Voynich came into possession of an illuminated cipher manuscript once belonging to 
Emperor Rudolf II, who was obsessed with alchemy and the occult. Wartime codebreakers tried--and 
failed--to unlock the book's secrets, and it remains an enigma to this day. In this lively and entertaining 
book, Craig Bauer examines these and other vexing ciphers yet to be cracked. Some may reveal the 
identity of a spy or serial killer, provide the location of buried treasure, or expose a secret society--while 
others may be elaborate hoaxes. Unsolved! begins by explaining the basics of cryptology, and then 
explores the history behind an array of unsolved ciphers. It looks at ancient ciphers, ciphers created 
by artists and composers, ciphers left by killers and victims, Cold War ciphers, and many others. Some 
are infamous, like the ciphers in the Zodiac letters, while others were created purely as intellectual 
challenges by figures such as Nobel Prize-winning physicist Richard P. Feynman. Bauer lays out the 
evidence surrounding each cipher, describes the efforts of geniuses and eccentrics--in some cases 
both--to decipher it, and invites readers to try their hand at puzzles that have stymied so many others. 
Unsolved! takes readers from the ancient world to the digital age, providing an amazing tour of many 
of history's greatest unsolved ciphers"--

The Codebreakers

The breaking of the Enigma machine is one of the most heroic stories of the Second World War and 
highlights the crucial work of the codebreakers of Bletchley Park, which prevented Britain's certain 
defeat in 1941. But there was another German cipher machine, used by Hitler himself to convey 
messages to his top generals in the field. A machine more complex and secure than Enigma. A machine 
that could never be broken. For sixty years, no one knew about Lorenz or 'Tunny', or the determined 
group of men who finally broke the code and thus changed the course of the war. Many of them went to 
their deaths without anyone knowing of their achievements. Here, for the first time, senior codebreaker 
Captain Jerry Roberts tells the complete story of this extraordinary feat of intellect and of his struggle to 
get his wartime colleagues the recognition they deserve. The work carried out at Bletchley Park during 
the war to partially automate the process of breaking Lorenz, which had previously been done entirely 
by hand, was groundbreaking and is recognised as having kick-started the modern computer age.

Codes and Ciphers

Former US naval intelligence officer Bath describes how his own area (before he was in it) was as 
responsible as Allied warships in the successful 1942-43 campaign against German U-boats known as 
the Battle of the Atlantic. He describes the cooperation at all levels, in all theaters of war, and at all points 
in the cycle from gathering through analysis to dissemination. He also considers the naval intelligence in 
the South Pacific, throughout highlighting the contributions of Britain and other Commonwealth states. 
Annotation copyrighted by Book News, Inc., Portland, OR

Unsolved!

This practical guide to modern encryption breaks down the fundamental mathematical concepts 
at the heart of cryptography without shying away from meaty discussions of how they work. You’ll 
learn about authenticated encryption, secure randomness, hash functions, block ciphers, and pub-
lic-key techniques such as RSA and elliptic curve cryptography. You’ll also learn: - Key concepts in 
cryptography, such as computational security, attacker models, and forward secrecy - The strengths 



and limitations of the TLS protocol behind HTTPS secure websites - Quantum computation and 
post-quantum cryptography - About various vulnerabilities by examining numerous code examples and 
use cases - How to choose the best algorithm or protocol and ask vendors the right questions Each 
chapter includes a discussion of common implementation mistakes using real-world examples and 
details what could go wrong and how to avoid these pitfalls. Whether you’re a seasoned practitioner 
or a beginner looking to dive into the field, Serious Cryptography will provide a complete survey of 
modern encryption and its applications.

Lorenz

A fully illustrated history of the Temple of Solomon • Examines the Temple of Solomon in the Hebrew 
Scriptures, the New Testament, and Apocryphal writings • Explores its role in the founding of Freema-
sonry, the legends of the Knights Templar, the doctrines of the Kabbalah, and the teachings of Islam • 
Explains the sacred nature of the Temple Mount--the site of the Temple of Solomon--and the secrets 
that may still be hidden there • Richly illustrated, including many photos and images from rare archives 
The spiritual heart of many esoteric societies, the Temple of Solomon was located atop the Temple 
Mount in Jerusalem, a site venerated by the three great monotheistic religions as the intersection of 
Divine and human. Built by King Solomon at the peak of ancient Israel’s power, the Temple of Solomon 
housed the golden Ark of the Covenant in its Holy of Holies, a sacred chamber where one could 
communicate directly with God. Centuries after the temple’s destruction, the Temple Mount was used as 
the headquarters for the Knights Templar during the Crusades, and countless legends have come down 
through the centuries about the secrets they may have uncovered there, including discovery of the Holy 
Grail or the Ark of the Covenant. Richly illustrated with biblical and Masonic illustrations, photographs, 
and ancient and modern paintings--many from rare archives--this book explores the Temple of Solomon 
in the Hebrew Scriptures, the New Testament, and Apocryphal writings as well as its role in the founding 
of Freemasonry, the legends of the Knights Templar, the doctrines of the Kabbalah, and Muhammad’s 
visionary journey from the Temple Mount through the heavens. Seeking to understand the powerful 
desire of many religions and secret societies to re-create the temple through ritual and prayer, James 
Wasserman explains why it was built, the magical forces King Solomon may have used in its creation, 
what its destruction meant for Jews and Christians alike, and why the Knights Templar as well as several 
modern secret societies named their orders after it. Detailing the sacred architecture of this perfectly 
proportioned mystical edifice through words and art, the author reveals the Temple of Solomon as the 
affirmation of God’s presence in human affairs, the spiritual root of Western culture, and an important 
monument to the Divine nearly forgotten in today’s secular times but sorely needed to bridge the divide 
between our ancient past and our spiritual future.

Codebreakers

Nigel Smartâ¬"s Cryptography provides the rigorous detail required for advanced cryptographic stud-
ies, yet approaches the subject matter in an accessible style in order to gently guide new students 
through difficult mathematical topics.

Tracking the Axis Enemy

Join the Cryptokids as they apply basic mathematics to make and break secret codes. This book has 
many hands-on activities that have been tested in both classrooms and informal settings. Classic coding 
methods are discussed, such as Caesar, substitution, Vigenère, and multiplicative ciphers as well as 
the modern RSA. Math topics covered include: - Addition and Subtraction with, negative numbers, 
decimals, and percentages - Factorization - Modular Arithmetic - Exponentiation - Prime Numbers - 
Frequency Analysis. The accompanying workbook, The Cryptoclub Workbook: Using Mathematics to 
Make and Break Secret Codes provides students with problems related to each section to help them 
master the concepts introduced throughout the book. A PDF version of the workbook is available at no 
charge on the download tab, a printed workbook is available for $19.95 (K00701). The teacher manual 
can be requested from the publisher by contacting the Academic Sales Manager, Susie Carlisle



Serious Cryptography

'Blown to Bits' is about how the digital explosion is changing everything. The text explains the technol-
ogy, why it creates so many surprises and why things often don't work the way we expect them to. It is 
also about things the information explosion is destroying: old assumptions about who is really in control 
of our lives.

The Temple of Solomon

A German patrol wiggles through Russian lines to return with details of Soviet defenses. An expert 
Luftwaffe interrogator teases secret information from downed Allied airmen. Two spies steal ashore 
in Maine and make their way into New York City. Filled with episodes of intrigue and adventure, 
Hitler's Spies reveals the workings of German intelligence—the famed Abwehr, the dreaded SD, the 
codebreakers, the spies, and the intelligence gatherers of the Foreign Office—and explains its failure 
to best the Allies. Draws on original documents and extensive interviews.

Cryptography

If you've ever made a secure purchase with your credit card over the Internet, then you have seen 
cryptography, or "crypto\

The Cryptoclub

Provides young adults with a review of cryptography, its evolution over time, and its purpose throughout 
history from the era of Julius Caesar to the modern day.

Blown to Bits

One of the most colorful and controversial figures in American intelligence, Herbert O. Yardley 
(1889-1958) gave America its best form of information, but his fame rests more on his indiscretions than 
on his achievements. In this highly readable biography, a premier historian of military intelligence tells 
Yardley's story and evaluates his impact on the American intelligence community. Yardley established 
the nation's first codebreaking agency in 1917, and his solutions helped the United States win a major 
diplomatic victory at the 1921 disarmament conference. But when his unit was closed in 1929 because 
"gentlemen do not read each other's mail," Yardley wrote a best-selling memoir that introduced-and 
disclosed-codemaking and codebreaking to the public. David Kahn de-scribes the vicissitudes of 
Yardley's career, including his work in China and Canada, offers a capsule history of American 
intelligence up to World War I, and gives a short course in classical codes and ciphers. He debunks 
the accusations that the publication of Yardley's book caused Japan to change its codes and ciphers 
and that Yardley traitorously sold his solutions to Japan. And he asserts that Yardley's disclosures not 
only did not hurt but actually helped American codebreaking during World War II.

Hitler's Spies

An introduction to the basic mathematical techniques involved in cryptanalysis.

Crypto

This book sets the foundations of Newton's alchemy in their historical context in Restoration England. 
It is shown that alchemical modes of thought were quite strong in many of those who provided the 
dynamism for the scientific revolution of the seventeenth century and that these modes of thought had 
important relationships with general movements for reform in the same period.

The Hut Six Story

The Code Book
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